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1. Students are required to complete at last 24 credits to satisfy the graduation requirements, including at

least 12 credits of Core Courses, 3 credits of Advanced Courses, and 3credits of Application Courses.
2. Students are required to take at least 2 credits from Seminar (I), (IT), (III), (IV).
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Core Courses(at last 12 credits)
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Course Credits Grade Credits Earned
Eill e ;
Information Security
AN GRS ]
Distributed Systems
A ;
Contemporary Cryptography
Eafl e EH ;
Information Security Management
CEitEn .
Information Theory
(E NERHREA 513
Personal Data Protection Law
2 BRI ;
Data Science for Cybersecurity
B (—) .
Seminar (I)
S .
Seminar (II)
/[Nt Subtotal 9/courses, 43/ credits
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Advanced Courses(at last 3 credits)
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Course Credits Grade Credits Earned
Bl L R
Selected Topics in Information Security and 3
Cryptography
BRRH VRS e ¢ B S A ;
Cyber Security in FinTech: Theory and Application
B e TSR ;
Number Theory and Advanced Cryptography
%= 3
Digital Signature
BTEHE ]
Introduction to Quantum Computation
S ST B T ;
Cryptographic Protocol Design and Analysis
HEPE BT RS ;
Advanced Innovative Information Technology
HEPEE R e ;
Advanced Information System Development
A 0 AT L ]
Software Analysis and Testing
Rl ;
Post-Quantum Cryptography
HEHE (=) .
Seminar (II1)
ST (UT) .
Seminar (IV)
/Ngf Subtotal F9/courses, B4%/ credits
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Application Courses(at last 3 credits)
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Course Credits Grade Credits Earned
PEEE() .
Internship Course (I)
PEEE) {
Internship Course (IT)
BT LS ;
Cybersecurity Assessment Technology and Practice
TR B S RO e ;
[IoT and OT Security
BEAAEBIEN ;
Penetration Testing and Its Applications
PR B S R B S
[oT Cybersecurity Technology and Practical 3
Experience
PR B LS IR L E B 4
Introduction to International Certificates and Practical 3
Application
B R b G R L
Risk Management and Applications for Information 3
Security
ELERIEN \
Information Security Practice
AT ;
Digital Forensics/791019001
B2 TR B R ;
Cyber Security
HHZ R ER ;
Practical Web Security
ELBES ;
Incident Response
QA AN ) ;
Digital Forensics/ 791034001
/INgt Subtotal F9/courses, B4%/ credits
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Elective Courses
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Course Credits Grade Credits Earned
/INgt Subtotal F9/courses, B 453/ credits

B8 485T Total Credits Earned :




